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SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Accounting and

Financial Management Services,
Corporation for National and
Community Service, 1201 New York
Avenue, NW., Washington, DC, 20525.

NOTIFICATION PROCEDURE:
To determine whether there is a

record in the system of records about an
individual, that individual should
submit a request in writing to the
System Manager giving name, taxpayer
identification number, and address.

RECORD ACCESS PROCEDURES:
See Notification procedures.

CONTESTING RECORD PROCEDURES:
Anyone desiring to contest or amend

information contained in this system
should write to the System Manager and
set forth the basis for which the record
is believed to be incomplete or
incorrect.

RECORD SOURCE CATEGORIES:
Data in this system is obtained from

documents submitted by individuals
covered by the system as well as
documents issued by the Corporation
officials involved with managing funds.

EXEMPTION CLAIMED FOR THE SYSTEM:
None.

CORPORATION-18

SYSTEM NAME:
AmeriCorps*VISTA Volunteer

Management System Files.

SYSTEM LOCATION:
Office of Accounting and Financial

Management Services,
AmeriCorps*VISTA Payroll Office,
Corporation for National and
Community Service, 1201 New York
Avenue, NW., Washington, DC, 20525.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Current and former
AmeriCorps*VISTA members.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records include name, address, social

security number, data concerning the
individual’s sex, marital status, skills,
service as an AmeriCorps*VISTA
member, including dates served and
projects served, amounts paid to the
member while serving, amounts
overpaid, and repayment records of
such overpayment.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
The Domestic Volunteer Service of

1973, as amended, and the Budget and
Accounting Procedures Act of 1950, as
amended.

PURPOSE(S):
To record payments and allowances

to AmeriCorps*VISTA members.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

See General Routine Uses contained
in Preliminary Statement. Information is
also disclosed to the Social Security
Administration and the Internal
Revenue Service about the funds paid to
comply with legal requirements that
enable these agencies to perform their
functions. Data from the system is also
disclosed to the Financial Management
Service of the U.S. Department of the
Treasury to enable payments to be
made.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Manual data is stored alphabetically

in locked filing cabinets that are kept in
a room that is only used for storing such
materials. That room is kept locked
except when employees who work with
the AmeriCorps*VISTA member payroll
system are using the data. Access by all
other individuals is not allowed. Data is
also stored on magnetic media in a
computer system with access controlled
by a security system that requires
passwords and identification of each
user.

RETRIEVABILITY:
Data can be retrieved by individual

name for manual records or by social
security number for automated records.

SAFEGUARDS:
The storage room is kept locked

except when employees who work with
the AmeriCorps*VISTA member payroll
system are using the data. Access by all
other individuals is not allowed. Access
to data stored on magnetic media is
controlled by a security system that
requires passwords and identification of
each user.

RETENTION AND DISPOSAL:
Records are held for three (3) years

and then retired to the Federal Records
Center.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Accounting and

Financial Management Services,
Corporation for National and
Community Service, 1201 New York
Avenue, NW., Washington, DC 20525.

NOTIFICATION PROCEDURE:
To determine whether there is a

record in the system of records about an
individual, that individual should

submit a request in writing to the
System Manager giving name, taxpayer
identification number, and address.

RECORD ACCESS PROCEDURES:

See Notification procedure.

CONTESTING RECORD PROCEDURES:

Anyone desiring to contest or amend
information contained in this system
should write to the System Manager and
set forth the basis for which the record
is believed to be incomplete or
incorrect.

RECORD SOURCE CATEGORIES:

Data in this system is obtained from
documents submitted by individuals
covered by the system as well as
documents issued by Corporation
officials involved with managing funds.

EXEMPTION CLAIMED FOR THE SYSTEM:

None.
Dated: January 24, 2002.

Frank R. Trinity,
General Counsel.
[FR Doc. 02–2240 Filed 1–29–02; 8:45 am]
BILLING CODE 6050–28–P

DEPARTMENT OF DEFENSE

Department of the Army

Availability of U.S. Patent Application
for Non-Exclusive, Exclusive, or
Partially Exclusive Licensing for
Chemical and Biological Sampling
Device and Kit and Method of Use
Thereof

AGENCY: U.S. Army Soldier and
Biological Chemical Command
(SBCCOM), DoD.
ACTION: Notice.

SUMMARY: In accordance with 35 U.S.C.
209 and 37 CFR part 404 announcement
is made of the availability for licensing
of the following U.S. Patent application
for non-exclusive, exclusive, or partially
exclusive licensing. The patent
application listed below has been
assigned to the United States
Government as represented by the
Secretary of the Army, Washington, DC.

Title: ‘‘Chemical and Biological
Sampling Device and Kit and Method of
Use Thereof.’’

Description: The present invention
relates to a sampling device and kit for
collecting chemical and biological
samples in a wet or dry format. The
invention provides a means to easily
collect chemical and biological samples,
safely transport the collected samples
with no leakage, and safely dispense a
collected sample into a sterile capture

VerDate 11<MAY>2000 18:48 Jan 29, 2002 Jkt 197001 PO 00000 Frm 00028 Fmt 4703 Sfmt 4703 E:\FR\FM\30JAN1.SGM pfrm01 PsN: 30JAN1



4411Federal Register / Vol. 67, No. 20 / Wednesday, January 30, 2002 / Notices

vial/bottle for analysis that provides for
optimum sample recovery and has been
designed to be easy to operate while
wearing protective gear.

Patent Application Number: 09/
974,436.

Filing Date: October 10, 2001.
FOR FURTHER INFORMATION CONTACT: Mr.
John Biffoni, Intellectual Property
Attorney, U.S. Army SBCCOM, ATTN:
AMSSB–CC (Bldg E4435), APG, MD
21010–5424, Phone: (410) 436–1158;
FAX: 410–436–2534 or E-mail:
John.Biffoni@sbccom.apgea.army.mil.
SUPPLEMENTARY INFORMATION: None.

Luz D. Ortiz,
Army Federal Register Liaison Officer.
[FR Doc. 02–2216 Filed 1–29–02; 8:45 am]
BILLING CODE 3710–08–M

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; System of
Records

AGENCY: Department of the Army, DOD.
ACTION: Notice to add a system of
records.

SUMMARY: The Department of the Army
is adding a system of records notice in
its existing inventory of record systems
subject to the Privacy Act of 1974, (5
U.S.C. 552a), as amended.
DATES: This proposed action is effective
without further notice on March 1, 2002
unless comments are received which
result in a contrary determination.
ADDRESSES: Records Management
Division, U.S. Army Records
Management and Declassification
Agency, ATTN: TAPC–PDD–RP, Stop
5603, 6000 6th Street, Ft. Belvoir, VA
22060–5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
DSN 656–4390 or Ms. Christie King at
(703) 806–3711 or DSN 656–3711.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on January 22, 2002, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I
to OMB Circular No. A–130, ‘Federal

Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: January 24, 2002.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0500–3c DAMO

SYSTEM NAME:

Emergency Relocation Group (ERG)
Roster Files.

SYSTEM LOCATION:

Headquarters, Department of the
Army, Army Continuity of Operations
Program Office, 400 Army Pentagon,
Washington, DC 20310–0400.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Personnel at Headquarters,
Department of the Army and all
associated Field Operating Agencies
designated to occupy key positions that
directly support the Continuity of
Operation plan when an emergency
situation develops.

CATEGORIES OF RECORDS IN THE SYSTEM:
Individual’s name, office/home/

cellular/pager telephone numbers, the
last four numbers of the individual’s
Social Security Number and relocation
assignment.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013, Secretary of the Army;

E.O. 12656, Assignment of Emergency
Preparedness Responsibilities; DoD
Directive 3020.26, Continuity of
Operations Policy and Planning; and
Army Regulation 500–3, Army
Continuity of Operations.

PURPOSE(S):

To notify designated Headquarters,
Department of the Army personnel as to
their responsibilities and relocation
assignments in conditions of emergency.
The Dialogic Communicator will
execute the notification of the
Emergency Relocation Group (ERG).
Therefore, ERG members will ensure the
execution of essential missions and
functions during the emergency
situation.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the agency’s
compilation of systems of records
notices apply to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained on paper and
on electronic media.

RETRIEVABILITY:

Information is retrieved by
individual’s name.

SAFEGUARDS:

The building in which the system is
housed employs security guards.
Records that are maintained are in areas
that are accessible only to authorized
personnel who are properly screened,
cleared, and trained. Access to personal
information is restricted to those who
require the records in the performance
of official duties.

RETENTION AND DISPOSAL:

Disposition pending (until the
National Archives and Records
Administration approves retention and
disposal schedule, records will be
treated as permanent).

SYSTEM MANAGER(S) AND ADDRESS:

Deputy Division Chief, Headquarters,
Department of the Army, Army
Continuity of Operations Program
Office, 400 Army Pentagon,
Washington, DC 20310–0400.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the Privacy
Administrator, Headquarters,
Department of the Army, Army
Continuity of Operations Program
Office, 400 Army Pentagon,
Washington, DC 20310–0400.

RECORD ACCESS PROCEDURES:

Individuals seeking access to
information about themselves contained
in this system should address written
inquiries to the Privacy Administrator,
Headquarters, Department of the Army,
Army Continuity of Operations Program
Office, 400 Army Pentagon,
Washington, DC 20310–0400.

CONTESTING RECORD PROCEDURES:

The Army’s rules for accessing
records, and for contesting contents and
appealing initial agency determinations
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained
from the system manager.

VerDate 11<MAY>2000 18:48 Jan 29, 2002 Jkt 197001 PO 00000 Frm 00029 Fmt 4703 Sfmt 4703 E:\FR\FM\30JAN1.SGM pfrm01 PsN: 30JAN1


		Superintendent of Documents
	2016-03-29T12:03:04-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




